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6. The Council is considering 
amending the Shrimp FMP with the 
following two actions:

a. Investigate ways to reduce turtle 
mortality in the South Atlantic EEZ as 
a result of shrimp trawling (i.e., 
prohibition of shrimping during the 
night-time and gear adjustments); and

b. Implement a limited-entry program 
for the penaeid shrimp fishery.

7. In order to maintain the optimum 
size, age, and genetic structure of slow 
growing, long-lived, deepwater snapper 
and grouper species (e.g., snowy 
grouper, speckled hind, and yellowedge 
grouper) the Council is considering the 
use of marine protected areas (MPAs) in 
the South Atlantic EEZ. A total of nine 
proposed sites are currently being 
considered.

8. Any other actions that the Council 
feels are necessary to implement 
ecosystem-based fishery management in 
the South Atlantic following the scoping 
process.

In an effort to use the technical 
expertise in the region to develop the 
FEP, the Council has conducted a series 
of technical workshops during 2003 and 
2004, while more are planned for 2005. 
In addition, the Council has been 
accepting public input on ecosystem-
based fisheries management at each of 
its Advisory Panel and Council 
meetings.

Following publication of this Notice 
of Intent, the Council will conduct a 
public scoping period that will end on 
June 30, 2005, where comments will be 
accepted through electronic mail, mail, 
or fax. A scoping meeting to determine 
the scope of significant issues to be 
addressed in the DEIS will be conducted 
on June 13, 2005. The meeting will 
begin at 6 p.m. Following consideration 
of public comments, the Council plans 
to prepare and distribute the draft FEP 
Comprehensive Amendment/DEIS in 
late 2005. A comment period on the 
DEIS is planned, which will include 
public hearings to receive comments. 
Availability of the DEIS, the dates of the 
public comment period, and 
information about the public hearings 
will be announced in the Federal 
Register and in local news media.

Authority: 16 U.S.C. 1801 et seq.

Dated: May 18, 2005.

Tracey L. Thompson,
Acting Director, Office of Sustainable 
Fisheries, National Marine Fisheries Service.
[FR Doc. E5–2580 Filed 5–20–05; 8:45 am] 

BILLING CODE 3510–22–S

DEPARTMENT OF COMMERCE

Technology Administration 

Proposed Information Collection; 
Comment Request; Government-
owned Inventions License Application 
and Utilization Report

ACTION: Notice.

SUMMARY: The Department of Commerce 
(DOC), as part of its continuing effort to 
reduce paperwork and respondent 
burden, invites the general public and 
other Federal agencies to comment on 
the continuing and proposed 
information collection, as required by 
the Paperwork Reduction Act of 1995, 
Public Law 104–13 (44 U.S.C. 
3506(c)(2)(A)).
DATES: Written comments must be 
submitted on or before July 22, 2005.
ADDRESSES: Direct all written comments 
to Diana Hynek, Departmental 
Paperwork Clearance Officer, 
Department of Commerce, Room 6625, 
14th and Constitution Avenue, NW., 
Washington, DC 20230 (or via the 
Internet at dHynek@doc.gov).
FOR FURTHER INFORMATION CONTACT: 
Requests for additional information or 
copies of the information collection 
instruments and instructions should be 
directed to John Raubitschek, Patent 
Counsel, HCHB, Room 4835, 14th and 
Constitution Avenue, NW., Washington, 
DC 20230, (202) 482–8010; or via e-mail 
to JRaubits@doc.gov.
SUPPLEMENTARY INFORMATION: 

I. Abstract 
In order for a person to obtain a 

license in a Government-owned 
invention, certain information is 
required. As required by 35 U.S.C. 
209(f) and 37 CFR 404.5(a)(1), a plan for 
development or marketing the invention 
must be submitted to the Federal 
agency. Additional information is 
required by 37 CFR 404.8 relating to the 
potential licensee and its particular 
development and marketing plan. The 
plan is used to determine if a license 
should be granted to the applicant and 
on what terms. Also, 35 U.S.C. 209(d)(2) 
and 37 CFR 404.5(b)(6) requires that any 
licensee report periodically on its 
utilization efforts of the licensed 
invention. This information indicates if 
the licensee is complying with its 
development and marketing plan and 
whether the license should be 
terminated or modified by the agency 
under 35 U.S.C. 209(d)(3). The 
development and marketing plan of the 
application is protected from FOIA 
under 35 U.S.C 209(f). If an application 
for a license has been denied, it may be 

appealed under 37 CFR 404.11(a). The 
utilization report is usually required by 
the license to be submitted annually 
until practical application has been 
achieved. The report is protected from 
FOIA under 35 U.S.C. 209(d)(2). 

II. Method of Collection 
The application for license is usually 

submitted in writing with attachments. 
However, it may be transmitted by email 
or facsimile. 

III. Data 
OMB Number: 0692–0006. 
Form Number: None. 
Type of Review: Regular submission. 
Affected Public: Individuals or 

households; business or other for-profit 
organizations; not-for-profit institutions. 

Estimated Number of Respondents: 
4,600. 

Estimated Time Per Response: 2 hours 
for an application; 1 hour for utilization 
report. 

Estimated Total Annual Burden 
Hours: 5,200. 

Estimated Total Annual Cost to 
Public: $52,000. 

IV. Request for Comments 
Comments are invited on: (a) Whether 

the proposed collection of information 
is necessary for the proper performance 
of the functions of the agency, including 
whether the information will have 
practical utility; (b) the accuracy of the 
agency’s estimate of the burden 
(including hours and cost) of the 
proposed collection of information; (c) 
ways to enhance the quality, utility, and 
clarity of the information to be 
collected; and (d) ways to minimize the 
burden of the collection of information 
on respondents, e.g., the use of 
automated collection techniques or 
other forms of information technology. 

Comments submitted in response to 
this notice will be summarized or 
included in the request for OMB 
approval of this information collection; 
they also will become a matter of public 
record.

Dated: May 17, 2005. 
Gwellnar Banks, 
Management Analyst, Office of the Chief 
Information Officer.
[FR Doc. 05–10180 Filed 5–20–05; 8:45 am] 
BILLING CODE 3510–18–P

DEPARTMENT OF DEFENSE

Office of the Secretary 

Privacy Act of 1974; System of 
Records

AGENCY: Office of the Inspector General, 
DoD.
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ACTION: Notice to alter a system of 
records; CIG–06—Investigative Files. 

SUMMARY: The Office of the Inspector 
General (OIG) of the Department of 
Defense (DoD) proposes to alter a system 
of records to its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended, by 
adding two new routine uses that will 
permit the sharing of information with 
other (1) Federal Inspector General 
Offices, the President’s Council on 
Integrity and Efficiency, and/or Federal 
law enforcement agencies in the 
conduct of investigations or when 
responding to such offices, Council, and 
agencies in connection with 
investigations of potential violations of 
law, rule, or regulation and (2) Federal 
Inspector General offices, the 
President’s Council on Integrity and 
Efficiency, and the Department of 
Justice in the review of internal 
safeguards and management procedures 
employed by the OIG of the DoD.
DATES: The changes will be effective on 
June 22, 2005, unless comments are 
received that would result in a contrary 
determination.
ADDRESSES: Send comments to Chief, 
FOIA/PA Office, Inspector General, 
Department of Defense, 400 Army Navy 
Drive, Room 201, Arlington, VA 22202–
4704.
FOR FURTHER INFORMATION CONTACT: Mr. 
Darryl R. Aaron at (703) 604–9785.
SUPPLEMENTARY INFORMATION: The Office 
of the Inspector General notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above. 

The proposed systems reports, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, were 
submitted on May 4, 2005, to the House 
Committee on Government Reform, the 
Senate Committee on Homeland 
Security and Governmental Affairs, and 
the Office of Management and Budget 
(OMB) pursuant to paragraph 4c of 
Appendix I to OMB Circular No. A–130, 
‘Federal Agency Responsibilities for 
Maintaining Records About 
Individuals,’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427).

Dated: May 18, 2005. 
Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, 
Department of Defense.

CIG–06 

SYSTEM NAME: 

Investigative Files (November 12, 
2003, 68 FR 64088). 

CHANGES:

* * * * *

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

Add new paragraphs four and five to 
read: To other Federal Inspector General 
offices, the President’s Council on 
Integrity and Efficiency, and/or other 
Federal law enforcement agencies for 
the purpose of coordinating and 
conducting administrative inquiries and 
civil and criminal investigations, or 
when responding to such offices, 
Council, and agencies in connection 
with the investigation of potential 
violations of law, rule, and/or 
regulation.

To other Federal Inspector General 
offices, the President’s Council on 
Integrity and Efficiency, and/or the 
Department of Justice for purposes of 
conducting external reviews to ensure 
that adequate internal safeguards and 
management procedures continue to 
exist within the Office of the Inspector 
General of the Department of Defense.
* * * * *

CIG–06 

SYSTEM NAME: 
Investigative Files. 

PRIMARY LOCATION: 
Office of the Deputy Inspector General 

for Investigations, Defense Criminal 
Investigative Service, Office of the 
Inspector General, Department of 
Defense, 400 Army Navy Drive, 
Arlington, VA 22202–4704. 

DECENTRALIZED LOCATIONS: 
Regional Field Offices; Resident 

Agencies; and various other OIG DoD 
Offices. A complete list of these 
decentralized locations can be obtained 
by writing to the ‘System manager’. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

DoD civilian personnel; members of 
the Armed Forces of the United States, 
Reserve components, and National 
Guard units; DoD contractors; 
individuals residing on, having 
authorized official access to, or 
contracting or operating any business or 
other functions at any DoD installation 
or facility; and individuals not affiliated 
with the Department of Defense when 
their activities have directly threatened 
the functions, property or personnel of 
the Department of Defense, or they have 
threatened any other high ranking 
government personnel who are provided 
protective service mandated by the 
Secretary of Defense, or they have 
engaged in, or are alleged to engage in 

criminal acts on DoD installations or 
directed at the Department of Defense, 
its personnel or functions; or 
individuals information regarding DoD 
activities falling under the purview of 
OIG responsibilities. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Reports of Investigations (ROIs), 

Information Reports (IRs) and criminal 
intelligence reports containing 
statements of witnesses, suspects, 
subject(s) and special agents; laboratory 
reports, polygraph records to include 
charts, reports, technical data, rights 
waivers, polygraph waivers, numerical 
score sheets, interview logs, test 
questions sheets, and all other 
documents relating to the polygraphs, 
all consensual or non consensual 
monitoring, documentary evidence, 
physical evidence, summary and 
administrative data pertaining to 
preparation and distribution of the 
report; basis for allegations; 
investigative information from Federal, 
State, and local investigative and 
intelligence agencies and departments 
and all correspondence relevant to the 
investigation, location of investigation, 
year and date of offense, names and 
personal identifiers of persons who have 
been subjects of electronic surveillance, 
suspects, subjects witnesses and victims 
of crimes, report number which allows 
access to records noted above; agencies, 
firms, and Defense Department 
organizations which were the subject(s) 
or victim(s) of criminal investigations; 
and disposition and suspense of 
offenders listed in criminal investigative 
files, agents notes, working papers, 
confidential source documents, 
subpoenas, Grand Jury documents, 
finger print cards, witness identification 
data, requests approvals for case 
openings and or closings, special 
investigative techniques requiring 
approval by management, and any other 
miscellaneous documents supporting 
the case files. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
Inspector General Act of 1978 (Pub. L. 

95–452), as amended; DoD Directive 
5106.1, Inspector General of the 
Department of Defense; and E.O. 9397 
(SSN).

PURPOSE(S): 
To conduct criminal investigations, 

crime prevention and criminal 
intelligence activities, to accomplish 
management studies involving the 
analysis, compilation of statistics, 
quality control, to ensure that 
completed investigations are legally 
sufficient and result in overall 
improvement in techniques, training 
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and professionalism. Includes personnel 
security, internal security, criminal, and 
other law enforcement matters, all of 
which are essential to the effective 
operation of the Office of the Inspector 
General. 

THE RECORDS IN THIS SYSTEM ARE USED FOR 
THE FOLLOWING PURPOSES: 

Suitability, loyalty, eligibility, and 
general trustworthiness of individuals 
for access or continued access to 
classified information and suitability for 
access to government facilities or 
industrial firms engaged in government 
projects/contracts; contractor 
responsibility and suspension/
debarment determinations; suitability 
for awards or similar benefits; use in 
current law enforcement investigation 
or program of any type; use in judicial 
or adjudicative proceedings including 
litigation or in accordance with a court 
order; to identify offenders, to provide 
facts and evidence upon which to base 
prosecution, to provide information to 
other investigative elements of the 
Department of Defense having 
jurisdiction over the substance of the 
allegations or a related investigative 
interest in criminal law enforcement 
investigations including statutory 
violations, counter-intelligence, 
counter-espionage and counter-terrorist 
activities and other security matters; to 
effect corrective administrative action 
and to recover money and property 
which has been wrongfully used or 
misappropriated; to make statistical 
evaluations and reports; to make 
decisions affecting personnel actions 
concerning members of the Armed 
Forces and or Federal employees; and to 
respond to other complaint 
investigations and congressional 
inquires as appropriate. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To the U.S. Secret Service in 
conjunction with the protection of 
persons under its jurisdiction. 

To other Federal, State, or local 
agencies having jurisdiction over the 
substance of the allegations or a related 
investigative interest in criminal law 
enforcement investigations including 
statutory violations, counter-
intelligence, counter-espionage and 
counter-terrorist activities and other 
security matters. 

To other Federal Inspector General 
offices, the President’s Council on 
Integrity and Efficiency, and/or other 
Federal law enforcement agencies for 
the purpose of coordinating and 
conducting administrative inquiries and 
civil and criminal investigations, or 
when responding to such offices, 
Council, and agencies in connection 
with the investigation of potential 
violations of law, rule, and/or 
regulation. 

To other Federal Inspector General 
offices, the President’s Council on 
Integrity and Efficiency, and/or the 
Department of Justice for purposes of 
conducting external reviews to ensure 
that adequate internal safeguards and 
management procedures continue to 
exist within the Office of the Inspector 
General of the Department of Defense. 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the OIG’s 
compilation of systems of records 
notices also apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE: 
Records are stored on paper in file 

folders and on electronic storage media. 

RETRIEVABILITY: 
Records are retrieved by individual’s 

name, Social Security Number, Military 
Service Number, or case control 
number. 

SAFEGUARDS: 
Office is locked and building is 

protected by guards during non-duty 
hours. All OIG records are stored in 
locked safes and are accessible only to 
authorized personnel who have a need-
to-know in conjunction with their 
official duties. Computerized listings are 
password protected. 

RETENTION AND DISPOSAL: 
Investigative Case files and 

Information Reports are maintained in 
the office of origin for two years after 
case closure and then transferred to the 
OIG DoD Headquarters for final 
preparation and final transfer to the 
Washington National Records Center 
where they are retained for 20 years and 
10 years, respectively, and ultimately 
destroyed. 

Those records which attract great 
public or judicial attention or document 
a historical development in the OIG 
DoD may be deemed permanent and 
transferred directly to the National 
Archives and Records Administration. 

SYSTEM MANAGER(S) AND ADDRESS: 
Director, Internal Operations 

Directorate, Office of the Deputy 

Inspector General for Investigations, 
Defense Criminal Investigative Service, 
Office of the Inspector General of the 
Department of Defense, 400 Army Navy 
Drive, Arlington, VA 22202–4704. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the Chief, 
Freedom of Information Act/Privacy Act 
Office, 400 Army Navy Drive, Arlington, 
VA 22202–4704. 

Written requests should contain the 
individual’s full name (including former 
names and aliases), and Social Security 
Number, current home address, 
telephone number, and the request must 
be signed. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system should address written 
inquiries to the Chief, Freedom of 
Information Act/Privacy Act Office, 400 
Army Navy Drive, Arlington, VA 
22202–4704. 

Written requests should contain the 
individual’s full name (including former 
names and aliases), and Social Security 
Number, current home address, 
telephone number, and the request must 
be signed. 

CONTESTING RECORD PROCEDURES: 

The OIG’s rules for accessing records 
and for contesting contents and 
appealing initial agency determinations 
are published in 32 CFR part 312 or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 

Subjects and suspects of OIG 
investigations. Interview of witnesses, 
victims, and confidential sources. All 
types of records and information 
maintained by all levels of government, 
private industry, and non-profit 
organizations reviewed during the 
course of the investigation or furnished 
the OIG. Any other type of record 
deemed necessary to complete the OIG 
investigation. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

Parts of this system may be exempt 
pursuant to 5 U.S.C. 552a(j)(2) if the 
information is compiled and maintained 
by a component of the agency that 
performs as its principle function any 
activity pertaining to the enforcement of 
criminal laws. 

An exemption rule for this record 
system has been promulgated in 
accordance with the requirements of 5 
U.S.C. 553(b)(1), (2), and (3), (c) and (e) 
and published in 32 CFR part 312. For 
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additional information contact the 
system manager.

[FR Doc. 05–10214 Filed 5–20–05; 8:45 am] 
BILLING CODE 5001–06–P

DEPARTMENT OF DEFENSE

Office of the Secretary 

Privacy Act of 1974; System of 
Records

AGENCY: Office of the Secretary, DoD.
ACTION: Notice to add a system of 
records; DHRA 04—Joint Advertising 
and Market Research Recruiting 
Database. 

SUMMARY: The Office of the Secretary of 
Defense proposes to add a system of 
records to its inventory of record 
systems subject to the Privacy Act of 
1974 (5 U.S.C. 552a), as amended.
DATES: The changes will be effective on 
June 22, 2005, unless comments are 
received that would result in a contrary 
determination.
ADDRESSES: Send comments to OSD 
Privacy Act Coordinator, Records 
Management Section, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155.
FOR FURTHER INFORMATION CONTACT: Ms. 
Juanita Irvin at (703) 601–4722, 
extension 110.
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above. 

The proposed systems reports, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, were 
submitted on May 4, 2005, to the House 
Committee on Government Reform, the 
Senate Committee on Homeland 
Security and Governmental Affairs, and 
the Office of Management and Budget 
(OMB) pursuant to paragraph 4c of 
Appendix I to OMB Circular No. A–130, 
‘Federal Agency Responsibilities for 
Maintaining Records About 
Individuals,’ dated February 8, 1996 
(February 20, 1996, 61 FR 6427).

Dated: May 18, 2005. 
Jeannette Owings-Ballard, 
OSD Federal Register Liaison Officer, 
Department of Defense.

DHRA 04

SYSTEM NAME: 

Joint Advertising and Market 
Research Recruiting Database. 

SYSTEM LOCATION: 
BeNOW, 500 Edgewater Drive, Suite 

525, Wakefield, MA 01880. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Names of high school students, aged 
16–18; current college students; and 
Selective Service System registrants. 
Individuals who have taken the Armed 
Services Vocational Aptitude Battery 
(ASVAB) test; Individuals who have 
responded to various paid/non-paid 
advertising campaigns seeking 
enlistment information since July 1992; 
Current military personnel who are on 
Active Duty or in the Reserves. 
Individuals who are in the process of 
enlisting. Individuals who have asked to 
be removed from any future recruitment 
lists. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Full name, date of birth, gender, 

address, city, state, zip code, and where 
available Social Security Number (SSN), 
e-mail address, ethnicity, telephone 
number, high school name, graduation 
date, Grade Point Average (GPA) code, 
education level, college intent (if 
documented), military interest (if 
documented), field of study, current 
college attending, ASVAB Test date, 
ASVAB Armed Forces Qualifying Test 
Category Score. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301, Departmental 

Regulation; 10 U.S.C. 136, Under 
Secretary of Defense for Personnel and 
Readiness, and E.O. 9397 (SSN). 

PURPOSE(S): 
The purpose of the system of records 

maintained by the Joint Advertising, 
Market Research and Studies (JAMRS) is 
to provide a single central facility 
within the Department of Defense to 
compile, process and distribute files of 
individuals who meet age and minimum 
school requirements for military service. 
The information will be provided to the 
Services to assist them in their direct 
marketing recruiting efforts. The system 
also provides JAMRS with the ability to 
measure effectiveness of list purchases 
through ongoing analysis and to remove 
the names of individuals who are 
currently in, or are enlisting, in the 
Armed Forces or who have asked that 
their names be removed from future 
recruitment lists. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, These 
records or information contained 

therein may specifically be disclosed 
outside the DoD as a routine use 
pursuant to 5 U.S.C. 552a(b)(3) as 
follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of OSD’s 
compilation of systems of records 
notices apply to this system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Records are maintained on electronic 

storage media. 

RETRIEVABILITY: 
Records may be retrieved by 

individual’s name, Social Security 
Number, or by address.

SAFEGUARDS: 
Access to personal information is 

restricted to those who require the 
records in the performance of their 
official duties. Access to personal 
information is further restricted by the 
use of passwords that are changed 
periodically. Physical entry is restricted 
by the use of locks, guards, and 
administrative procedures. 

RETENTION AND DISPOSAL: 
Destroy when 5 years old or 5 years 

after completion of a specific training 
program (General Records Schedule 1, 
Item 29(a)(1)). 

SYSTEM MANAGER(S) AND ADDRESS: 
Program Manager, Executive 

Information/Decision Support Program 
Office, Six Skyline Place, Suite 809, 
5111 Leesburg Pike, Falls Church, VA 
22041–3201. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the 
Department of Defense, Defense Human 
Resources Activity, c/o JAMRS, Direct 
Marketing Program Officer, Defense 
Human Resources Activity, 4040 N. 
Fairfax Drive, Suite # 200, Arlington, 
Virginia 22203–1613. 

Requests should contain the full 
name, Social Security Number, date of 
birth, current address, and telephone 
number of the individual. 

RECORD ACCESS PROCEDURES: 
Individuals seeking to determine 

whether this system of records contains 
information about themselves should 
address written inquiries to the 
Department of Defense, Defense Human 
Resources Activity, c/o JAMRS, Direct 
Marketing Program Officer, Defense 
Human Resources Activity, 4040 N. 
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